Course description
Gain fresh insights into the cyber security landscape and better understand the threats and risks you face and hear about proven approaches to keep your operations safe in the new cyber world of everything.

Module | Content overview
--- | ---
Introduction | The current state of the cyber threat landscape: what’s out there and how it is likely to impact your business, your assets, your people and your customers. Case studies of recent breaches will provide valuable lessons for understanding and managing cyber security risks and incidents.

Responding to a cyber security incident | You may experience a cyber security incident in the near future, along with more than 93% of businesses worldwide. Drawing on KPMG’s global experience, we outline essential preventive measures, and the critical requirements for detecting an incident when it occurs. We share with you how to develop effective response plans and resume normal operations in the shortest possible time frame.

Managing cyber security risks | Recent high profile outages, increased off-shoring of business processes and use of cloud computing have transformed the business and technology cyber risk landscape, but the basic principles of risk management remain unchanged: understand the risks your business faces today and take appropriate steps to manage them. Changing work patterns, increasing dependence on online services, remote offices, BYOD, and the looming Internet of Things now need to be taken into consideration.
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