A cyber security breach can strike at any time, putting your entire organization at risk.

Are you ready to manage a cyber incident?

We have observed through many recent high-profile examples, the answer to this question is unfortunately not well known by organizations and the necessary reaction and response remain poorly understood.

While organizations can attempt to manage a crisis as it evolves, the likelihood of success of this approach is very low. This is often compounded by the use of untested incident response plans or poorly defined organizational responsibilities.

The challenge is that cyber threats are increasingly complex and their effects are readily amplified through social media and a 24-hour news cycle.

The frequency and severity of today’s cyber incidents make them unlike any crisis your organization has likely dealt with before.

Are you ready?

What is cyber incident simulation?

KPMG’s cyber incident simulation service helps your organization examine and understand its current incident response capabilities to better prepare for and manage cyber incidents.

With proven experience in incident response, crisis communications, operations and incident response planning, KPMG’s cyber team will test and assess your people, plans and processes by creating custom scenarios for your organization that replicate the challenges of real cyber incidents.

This type of testing is an effective tool for your organization to assess its current and desired state of incident preparedness and forms an important part of establishing your cyber defensible position.

Our approach

To assess, test and improve your organization’s ability to respond to a cyber incident, KPMG uses a three step approach which can be customized to meet the needs of your organization based on your current level of preparedness.

We will begin by working with you to obtain the necessary information on business processes and areas of concern that are essential for developing the exercises and simulation scenario.

We then employ a combination of the following methods:

- **Tabletop exercises** for the executive and/or operational team. KPMG’s cyber team will guide your organization through a discussion around roles and responses to a specific incident or situation. Through this exercise we will evaluate if key personnel can effectively talk through their roles, responsibilities and planned response measures.

- **Paper testing** of your organization’s incident response plan. The first time you test your plan shouldn’t be during a live crisis. During a paper test, KPMG’s cyber team will work with you to review all elements of your current incident response plan and provide actionable recommendations to strengthen it.

- **Interactive cyber incident simulation.** A customized scenario will be developed for your organization’s executives and staff members to truly test readiness for a real world incident. As your organization manages the incident, new challenges and unexpected information will be introduced to replicate the evolution of a real world incident. The duration of the simulation will last between one and a half and three hours. The simulation is immediately followed by a ‘hot’ debrief and a detailed action report will be provided with recommendations for improvement and next steps.
Types of simulated incidents
The type of simulated incidents will be customized to your organization and can include:

- Data loss (crown jewels, customer info, trade secrets)
- Distributed denial of service attack (DDoS, DNS)
- Randomware (malware, viruses, trojans)
- Executive impersonation
- Rogue employee
- Telecommunications network failure
- Attacks against industrial control systems or other business specific issues.

The KPMG difference
KPMG helps you understand, prioritize and manage your cyber security risks, so you can take control of uncertainty, increase agility and turn risk into advantage.

- Cyber security threats: A new business reality
- Have confidence that you’re investing appropriately.
- From strategy to implementation.
- Cyber security is about what you can do, not what you can’t.
- Creating cyber resilience and self-sufficiency.

Why choose KPMG’s cyber team?
KPMG brings a business context to cyber security for all levels of your organization – from the boardroom to the back office.

Using the same tools and techniques that professional hackers use for ethical hacking and offensive security, we have tested the layers of security for a large number of clients and organizations across multiple industries.

To complete our team, we include not only advisors to local, regional and federal law enforcement agencies across North America, but cyber thought leaders and authors of multiple security and forensics books that are helping to shape the industry.

KPMG’s Cyber Team works with organizations to help prevent, detect and respond to cyber threats.
We can help your organization be cyber resilient in the face of challenging conditions.

Have a cyber emergency? Contact our 24/7 Cyber response hotline
1-844-KPMG-911
1 (844) 576-4911